CCR Extract File Information

The following document lists the procedures that the users has to follow to get access to extracts:

Obtain Access:

1.
Prior to obtaining access for the CCR Data, the data administrator at the agency will be required to sign a Non-Disclosure Agreement.  This document can be found on the CCR website under the “Access Data” tab. If the Data Administrator is a contractors, then a government sponsor will need to provide additional information.      

2.
Co-ordinate with CCR Program Office to obtain user id and password to access extracts. Points of contact information are listed in CCR Extract Policy document. Extracts are created in different folders in the FTP or HTTPS site. Access to these folders is restricted based on the user id. It is a good idea for the vendors to decide upon the extracts that they need access to before approaching CCR Program Management Office. Information regarding the fields that are included in extracts can be found in the following documents.

a.
Complete Master Extracts Data Element Layout  

b.
Public Data Element Layouts  

c.
Proprietary Data Element Layouts  

d.
Sensitive Data Element Layouts 

Users can be granted access to one or more extracts based upon their requirements.

For example,

· If the user just want to access public data elements, they might want to request for access to Master Public Extract.

· If the user is from Government and would like to request for access to Proprietary and Public data elements, they might want to request for access to Master Proprietary Extract.

· If the user would like to access Sensitive data elements apart from Public and Proprietary, they might want to request for access to Master Sensitive Extract.

· If the user just want access to MPIN (Marketing Partner ID Number)data, they might want to request for access to MPIN extract and Master Public Extract to retrieve vendors information that is not included in the MPIN extract.

· If the user wants everything including Public, Proprietary, Sensitive and MPIN, they should opt for the Complete Extract.

Identify the Mode of Download:
Users can download extracts either using HTTPS or FTP. Extracts are available in unencrypted format if downloaded via HTTPS. The data transmission via HTTPS is secure. On the other hand, if FTP is used, which is insecure, all extracts except the master Public Extract are available in an encrypted format. Extracts consisting of Proprietary, Sensitive and MPIN data elements are encrypted.

CCR encrypts extracts using Secret Agent Software. If the users decide to download encrypted extracts using FTP, they should acquire a key for decryption from CCR Program Office.

Encryption process using Secret Agent is explained in CCR Extract Policy document.

Download Procedure for HTTPS:

1.
Download the extract, which is compressed as a zipped file.

2.
Unzip to convert it into a text file.

Download Procedure for FTP:

1.
Download the extract, which is encrypted and compressed.

2.
Decrypt the extract using Secret Agent to convert it into a text file.

For master public extract download via FTP, the download procedure is straightforward as explained for HTTPS.

Secret Agent Software:

Contact Information: 

Robert Licht

Account Manager

AT&T Security Software

www.att.com/secure_software

rlicht@infoseccorp.com

http://www.infoseccorp.com

800-203-5563 Phone 847-405-0356 Fax

DOS 4.10

UNIX 4.11
The user should co-ordinate with CCR to procure proper version of Secret Agent if they decide to adopt FTP mode for download. For example, Secret Agent has both Windows version for GUI interface and a DOS version for batch loads. To schedule automatic daily load jobs in batch mode, it is recommended to procure the DOS version of the software.

Know more about Extracts:

File Naming Conventions:

Position #1 = ‘C’ to indicate ‘CCR’ file

Position #2 and #3 = file type (below)

Position #4 - #8 = Julian Date

CR = Complete Refresh

FR = Public Refresh

PR = Proprietary Refresh

SR = Sensitive Refresh

MR = MPIN Refresh

CD = Complete Daily

FD = Public Daily

PD = Proprietary Daily

SD = Sensitive Daily

MD = MPIN Daily

The naming conventions of the extracts can also be found in the extracts document.

Important Notes:

1.
Position#4-#8 is the Julian date which will be in the format (YYDDD).


YY = last two digits of the year. For example, for the year 2003, it is 03.


DDD= Day of the year. It ranges from (001 to 365).

2. The Julian date in the monthly refresh file and the daily incremental files will be based on the date on which the extracts are created.

Frequency:

New monthly files are available on the last day of the month by 08:00.

Daily update files are produced Tuesday – Saturday and are available on the server by 08:00.

If the file is missing for any reason, the user should follow the procedures outlined below:

1.
The user should check back after sometime on the same day. Usually CCR jobs create files sometime before noon on the same day if they fail to create extracts first time by 8 AM.

2.
If the file is not created on the day it is supposed be, the user should check back the next day even if its Sunday or Monday. It is to be noted that the file would still carry the name with the Julian date of the day on which it was supposed to be created. In cases like this where it is possible to find multiple new files on the same day, the user should apply the files in chronological order with the most recent file being applied last.

Estimated file sizes: 

These file sizes are approximate file sizes. The file size is directly proportional to the fields that are included in the extract and to the number of updates vendors make with CCR, which is very difficult to predict.

	Extract Type
	Zipped File Size
	Unzipped File Size
	Record (rows) Count

	Daily Update
	100 to 600KB
	500 to 4MB
	1,500 to 2,000

	Monthly Refresh
	150MB
	450MB
	More than 200,000


Layout:

A sample of a record is as shown below (Only few fields are shown). The extract is a comma delimited text file with each field enclosed by double quotes ("). Layouts for each extract are explained in the individual layout documents.

"999999999","","1X1X1","3","12151999","03112004","SAMPLE DATA,INC.","","","RM "103" SAMPLE ROAD "

Notes:

· Comma could be part of the data in a field.

Example: “SAMPLE DATA, INC."

· Double quotes could be part of the data in a field.

Example: "RM "103" SAMPLE ROAD "

· Duplicate DUNS could exist in the extract since these extracts store each transaction of vendor as a separate row.

Loading Process:

First time users should start with loading the monthly refresh file. It contains all the active registrants at the time of fike generation.  The daily update files should be loaded one after the other starting with the first file of the month up to the most recent one.

If you are agency does not require a daily synchronization of the file, then you should download the monthly refresh for a periodic synchronization.

Notes:

· Any existing records should be completely replaced with new ones.

· Each extract contains the extract code. These extract codes indicate the nature of the record. The extract code descriptions is as follows:

	Extract Code
	Description

	1
	Delete the record. The users should delete the record as soon as they load/update it in the database. 

	2
	Add the record. A record with this extract code is generated when a vendor registers with CCR.

	3
	Update the record. A record with this extract code is generated when vendors update their existing registrations.

	4
	Expiration of the record. A record with this extract code is generated to mark the vendors who just turn inactive since their registration expires.


If the user’s requirement demands accurate trapping of each instance of vendor transactions with CCR, they should monitor the extract codes carefully. If the state of the record in their database does not match with what is included in the extract, then they are advised to contact CCR Program Office.

As an example, consider a scenario where the vendor already exists in the local CCR database for the user but the extract code indicates a 2 rather than 3 or 4 or 1, which is absurd.

